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. GIRIS

6698 Sayili Kisisel Verilerin Korunmasi Kanunu (Kanun) 7 Nisan 2016 tarihinde yiiriirliige girmis olup “kimligi belirli veya
belirlenebilir’ gercek kisilere (ilgili kisi) iliskin her tiirlii bilginin islenmesine iliskin diizenlemeleri icermektedir. Ozel Numune
Saglik Hizmetleri Ve Tic. A.S.(Ozel IMC Hastanesi) olarak Kanun geregi kisisel verilerin hukuka uygun olarak islenmesi ve
korunmasina azami 6nem veriyor, tiim planlama ile faaliyetlerimizde bu 6zenle hareket ediyoruz. Bu bilingle Hastanemiz, kisisel
verilerin korunmasi ve iglenmesi i¢in tiim idari ve teknik tedbirleri almaktadir. Bu konunun en 6nemli ayagini ise igbu Kisisel Veri
Saklama ve Imha Politikast (Politika) ile yonetilen; Hastalarimizin/Miisterilerimizin, Calisan Adaylarimizin, Hastane
Hissedarlarmin, Hastane Yetkililerinin, Ziyaretcilerimizin, Isbirligi iginde Oldugumuz Kurumlarin Calisanlarinin, Hissedarlarinin,
Yetkililerinin ve Ugiincii Kisilerin kisisel verilerinin korunmasi ve imhasi olusturmaktadir.

Kisisel verilerin saklanmasi ve imhasina iliskin is ve islemler, Hastane tarafindan bu dogrultuda hazirlanmis olan isbu Politikaya
uygun olarak gergeklestirilir.

1. POLITIKA’NIN AMACI

Isbu Politika’ nin amacim, Hastanemizce gerceklestirilmekte olan saklama ve imha faaliyetlerine iliskin usul ve esaslarin
belirlenmesi olusturmaktadir. Politika’ nin amaci dogrultusunda, Hastanemiz tarafindan gerceklestirilen kisisel verilerin
saklanmasi, korunmasi ve imhasi faaliyetlerinde mevzuata tam uyumun saglanmasi ile kisisel veri sahiplerinin 6zel hayat
gizliligi ve veri gitvenligi hakkinin korunmasini hedeflenmekteyiz.

2. POLITIKA’NIN KAPSAMI

Isbu Politika; Hastalarimizin/Miisterilerimizin, Calisanlarimizin, Calisan Adaylarimizin, Hastane Hissedarlarinin, Hastane
Yetkililerinin, Ziyaretcilerimizin, Isbirligi I¢inde Oldugumuz Kurumlarm Calisanlarinin, Hissedarlarimin, Yetkililerinin ve
Ugiincii Kisilerin otomatik olan ya da herhangi bir veri kayit sisteminin pargasi olmak kaydiyla otomatik olmayan yollarla
islenen tiim kisisel verilerine iliskindir. Bu dogrultuda yukarida sayilan kisisel veri sahiplerine Politika hiikiimlerinin tamami
uygulanabilecegi gibi yalnizca bir kisim hiikiimleri de uygulanabilecektir.

3. TANIMLAR VE KISALTMALAR
Isbu Politika igerisinde yer alan tamimlara ek olarak asagida yer alan tanim ve kisaltmalar, yanlarinda denk gelen agiklamayi
ifade etmektedir.
Alc1 Grubu
Acik Riza

Veri sorumlusu tarafindan kisisel verilerin aktarildig1 gercek veya tiizel kisi kategorisi
Belirli bir konuya iligkin, bilgilendirilmeye dayanan ve dzgiir iradeyle acgiklanan riza.
Kisisel verilerin, baska verilerle eslestirilerek dahi higbir surette kimligi belirli veya
belirlenebilir bir gercek kisiyle iligkilendirilemeyecek hale getirilmesi

Anonim Hale Getirme

Calisan

Hastane personeli.

Elektronik Ortam

Kisisel verilerin elektronik aygitlar ile olusturulabildigi, okunabildigi, degistirilebildigi ve
yazilabildigi ortamlar.

Elektronik Olmayan Ortam

Elektronik ortamlarin disinda kalan tiim yazili, basili, gorsel vb. diger ortamlar.

Hizmet Saglayici

Hastane ile belirli bir sézlesme ¢ercevesinde hizmet saglayan gercek veya tiizel kisi.

Veri Kayit Sistemi

Kisisel verilerin belirli kriterlere gore yapilandirilarak islendigi kayit sistemi.

Veri Sorumlusu

Kisisel verilerin isleme amaglarimni ve vasitalarini belirleyen, veri kayit sisteminin kurulmasinda
ve yonetilmesinden sorumlu gergek veya tiizel kisi.

VERBIS Veri Sorumlulari Sicil Bilgi Sistemi

Yonetmelik 28 Ekim 2917 tarihli Rf:s'mi ngetede yayimlanan Kisisel Verilerin Silinmesi, Yok Edilmesi
veya Anonim Hale Getirilmesi Hakkinda Yonetmelik.

Tlgili Kisi Kisisel verisi islenen gercek kisi
Verilerin teknik olarak depolanmasi, korunmasi ve yedeklenmesinden sorumlu olan kisi ya da

Tlgili Kullame birim hari¢ olmak iizere veri sorumlusu organizasyonu igerisinde veya veri sorumlusundan
aldig1 yetki ve talimat dogrultusunda kisisel verileri isleyen kisiler.

Imha Kisisel verilerin silinmesi, yok edilmesi veya anonim hale getirilmesi.

Kanun 6698 Sayil1 Kisisel Verilerin Korunmasi Kanunu.

Kayit Ortam Tamamen veya klsmen otomatik olap yada h'efhangi l?ir Yeri kayit sisteminin parcasi olmak
kaydryla otomatik olmayan yollarla islenen kisisel verilerin bulundugu her tiirlii ortam.

Kisisel Veri Kimligi belirli veya belirlenebilir gercek kisiye iliskin her tiirlii bilgi

Kisisel Verilerin islenmesi

Kisisel verilerin tamamen veya kismen otomatik olan ya da herhangi bir veri kayit sisteminin
pargasi olmak kaydiyla otomatik olmayan yollarla elde edilmesi, kaydedilmesi, depolanmasi,
saklanmasi, degistirilmesi, yeniden diizenlenmesi, agiklanmasi, aktarilmasi, devralinmasi, elde
edilebilir hale getirilmesi, siniflandirilmasi ya da kullanilmasinin engellenmesi gibi veriler
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iizerinde gergeklestirilen her tiirli islem.

Kurul

Kisisel Verileri Koruma Kurulu

Ozel Nitelikli Kisisel Veri

Kisilerin 1k, etnik kdkeni, siyasi diigiincesi, felsefi inanci, dini, mezhebi veya diger inanglari,
kilik ve kiyafeti, dernek, vakif ya da sendika iiyeligi, sagligi, cinsel hayati, ceza mahktimiyeti ve
giivenlik tedbirleriyle ilgili verileri ile biyometrik ve genetik verileri.

Kanunda yer alan kisisel verilerin islenme sartlarinin tamaminin ortadan kalkmasi durumunda

Periyodik imha kisisel verileri saklama ve imha politikasinda belirtilen ve tekrar eden araliklarla re’sen
gerceklestirilecek silme, yok etme veya anonim hale getirme islemi.

Politika Kisisel Verileri Saklama ve Imha Politikas1

Veri ileyen Veri sorumluﬁunun .v.erdlgl yetkiye dayanarak veri sorumlusu adina kisisel verileri isleyen
gercek veya tiizel kisi

R Hastanemizle herhangi bir sozlesmesel iliskisi olup olmadigina bakilmaksizin Hastanemizin

Hasta/Miisteri - . . L.
sunmus oldugu iiriin ve hizmetleri kullanan veya kullanmig olan gercek kisilerdir

Calisan Ada Hastanemize herhangi bir yolla is bagvurusunda bulunmus ya da 6zge¢mis ve ilgili bilgilerini

13 Y Hastanemizin incelemesine agmis olan gercek kisilerdir
Hastane Is Ortag, is Hastanemizin her tiirlii is iligkisi icerisinde bulundugu gercek kisiler ile Hastanemizin her tiirlii

Ortaklarinin Hissedari,
Yetkilisi, Calisani

is iligkisi i¢erisinde bulundugu gercek ve tiizel kisilerde (is ortagi, tedarikgi gibi) ¢alisan,
hissedarlar1 ve yetkilileri dahil olmak iizere, tiim gercek kisilerdir.

Potansiyel Hasta/Miisteri

Uriin ve hizmetlerimizi kullanma talebinde veya ilgisinde bulunmus veya bu ilgiye sahip
olabilecegi ticari teamiil ve diiriistlilk kurallarina uygun olarak degerlendirilmis gercek kisilerdir

Hastane Calisam

Ozel Numune Saglik Hizmetleri Ve Tic. A.S. biinyesinde ¢alisan gergek kisilerdir.

Hastane Hissedar:

Ozel Numune Saglik Hizmetleri Ve Tic. A.S. hissedar1 olan kisilerdir.

Hastane Yetkilisi

Ozel Numune Saglik Hizmetleri Ve Tic. A.S. yonetim kurulu iiyesi ve diger yetkili kisilerdir.

Uciincii Kisi

Hastane Calisanlari igin hazirlanan Ozel Numune Saglik Hizmetleri Ve Tic. A.S. Politikasi
kapsamina girmeyen ve bu Politika’ da herhangi bir ilgili kisi kategorisine girmeyen diger
kisilerdir.

Ziyaretci

Hastanemizin sahip oldugu fiziksel yerleskelere gesitli amaglarla girmis olan veya internet
sitelerimizi herhangi bir amag ile ziyaret eden tiim gergek kisilerdir.

POLITIKA ESASLARI
1. POLITIKA’NIN VE ILGILI MEVZUATIN UYGULANMASI
Isbu Politika, yiiriirliikte bulunan mevzuat ile ortaya konulan kurallarmn Hastanemizin uygulamalar1 kapsaminda somutlastirilip
diizenlenmesiyle olusturulmustur. Bu kapsamda kisisel verilerin saklanmast ve imhasi konusunda yiiriirlikte bulunan ilgili
kanuni diizenlemeler oncelikle uygulama alani bulacaktir. Yiiriirliikte bulunan mevzuat ve Politika arasinda uyumsuzluk
bulunmasi durumunda, Hastane’miz yiriirlikteki mevzuatin uygulama alan1 bulacagim kabul etmektedir. Hastane olarak
Kanun’da 6ngoriilen yiiriirlik siirelerine uygun hareket etmek tizere gerekli sistem ve hazirliklar yiiriitmekteyiz.

2. POLITIKA’NIN YORURLUGU
Hastane’miz tarafindan diizenlenerek 10.04.2022 tarihinde yiirtirlige girmistir.

3. KIiSIiSEL VERILERIN SAKLANMASI VE IMHASINI GEREKTIiREN HUKUKIi, TEKNIiK VE DiGER

SEBEPLER

Hastane’miz tarafindan kisisel veriler, Ozel IMC Hastanesi Yasam Ozel Sag. Hizm. Tic. San. A.S. Kisisel Verilerin Islenmesi
ve Korunmasi Politikasi” nda yer verilen amaclarin gergeklestirilmesi amaciyla mevzuat, sozlesme, talep ve istege dayal
hukuki sebepler cercevesinde kanunlardan dogan sorumluluklar1 eksiksiz ve dogru bir sekilde yerine getirilebilmesi igin
toplanir ve Hastanemiz veya Hastanemiz tarafindan gérevlendirilen veri isleyenler tarafindan islenir.

a. Saklamaya fliskin Esaslar Kanun’un 10. maddesi geregi Hastanemiz, ilgili kisilere kisisel verilerinin hangi amaglarla
islendigi bilgisini vermektedir. Hastanede, faaliyetleri ¢ercevesinde iglenen kisisel veriler, ilgili mevzuatta ongoriilen
stire kadar muhafaza edilir. Bu kapsamda kigisel veriler,

6698 sayil1 Kisisel Verilerin Korunmasi Kanunu,

6098 sayil1 Tiirk Borglar Kanunu,

5188 sayili Ozel Giivenlik Hizmetlerine Dair Kanun,

6102 say1li Tiirk Ticaret Kanunu,

3359 sayili Saglik Hizmetleri Temel Kanunu,

663 sayili Saglik Bakanlig1 ve Bagli Kuruluslariin Teskilat ve Gorevleri Hakkinda Kanun Hilkmiinde Kararname,
Ozel Hastaneler Yo6netmeligi,

Kisisel Saglik Verileri Hakkinda Y 6netmelik,
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Hasta Haklar1 Yonetmeligi,

Tibbi Laboratuvarlar Yo6netmeligi,

Yatakl Tedavi Kurumlari Isletme Yonetmeligi

Saglikta Kalitenin Gelistirilmesi ve Degerlendirilmesine Dair Y 6netmelik
6502 say1l1 Tiiketicinin Korunmasi Hakkinda Kanun,

5510 sayili Sosyal Sigortalar ve Genel Saglik Sigortasi Kanunu,

5651 sayili Internet Ortaminda Yapilan Yaymlarin Diizenlenmesi ve Bu Yaymlar Yoluyla Islenen Suglarla
Miicadele Edilmesi Hakkinda Kanun,

6361 sayili Is Saglhigi ve Giivenligi Kanunu,

4982 Sayil1 Bilgi Edinme Kanunu,

3071 sayili Dilek¢e Hakkinin Kullanilmasina Dair Kanun,

4857 sayil Is Kanunu,

Bu kanunlar uyarinca yiirtirlikte olan diger ikincil diizenlemeler ve sair mevzuat hiikiimleri ¢ergevesinde dngdriilen
saklama siireleri kadar saklanmaktadir.

Hastane, faaliyetleri g¢ergevesinde islemekte oldugu kisisel verileri asagidaki amaglar dogrultusunda saklar.

Hizmetlerimizi sunabilmek ve bu hizmetlerin kalitesini artirabilmek,

Kamu otoritelerince 6ngoriilen ve/veya istisna olarak sayilan faaliyetleri yerine getirebilmek,

Hastanemizin satig ve pazarlama faaliyetlerini yerine getirebilmek,

Bilgi saklama, raporlama, bilgilendirme yiikiimliiliiklerine uymak,

Insan kaynaklar1 politikalarimizin en iyi sekilde planlanmasi ve uygulanmasini saglamak,

Ticari ortakliklarimizin ve stratejilerimizin dogru olarak planlanmasi ve yiiriitiilmesini saglamak,

Hastanemizin ve is ortaklarimizin hukuki, ticari ve fiziki giivenliginin teminini saglamak,

Hastanemiz kurumsal isleyisini saglanmak,

Hastane yerleskelerini ziyaretlerde ilgili giivenlik ve mesru menfaatleri korumak,

Hastanemizin {iriin ve hizmetlerini sunmak,

Uriin ve hizmete iliskin iletisim kurmak,

Pazarlama faaliyetlerinde kullanmak,

Uriin/hizmet teklifi, modelleme, raporlama, risk izleme, mevcut veya yeni iiriin calismalari ve potansiyel miisteri

tespiti gibi Hastanemizin faaliyet konulari ile ilgili hizmetleri sunabilmek ve bu hizmetlerin kalitesini artirabilmek

ve diger faaliyetlerini yerine getirebilmek,

Bilgilendirme yiikiimliiliiklerine uymak,

Hastanemiz internet sitesinde sunulan hizmetleri gelistirmek,

Hastanemize talep ve sikayetlerini iletenler ile iletisime gegcmek,

Hastanemiz internet sitesinde olusan hatalarin gidermek,

Insan kaynaklar siireglerini yiiriitmek,

Kurumsal iletisimi saglamak,

Imzalanan sézlesmeler ve protokoller neticesinde is ve islemleri ifa edebilmek,

Yasal diizenlemelerin gerektirdigi veya zorunlu kildigi sekilde, hukuki yikimliliiklerin yerine getirilmesini

saglamak,

Istatiksel caligmalar yapabilmek,

Hastanemiz ile is iliskisinde bulunan gercek / tiizel kisilerle irtibat saglamak,

Cagr1 merkezi siireglerini yonetmek,

fleride dogabilecek hukuki uyusmazliklarda delil olarak ispat yiikiimliiliigii,

Is s6zlesmesinin ifasi igin gerekli amacin yerine getirilmesi, 6zellikle;

o  Calisanlarin izin onayi, bakiye izinlerin goriintiilenmesi, izin diizenlemelerinin yapilmasi

o  Calisanlarin isten ¢ikis islemlerinin yapilmasi

o  Bordro islemlerinin yapilmasinin saglanmasi

o  Calisanlara maas 6demelerinin yapilmasi

Is Kanunu, is Sagligi ve Giivenligi Kanunu, Sosyal Giivenlik Kanunu ve ilgili mevzuat ile, diger kanunlar ve

mevzuat kapsaminda gereklilikleri yerine getirmek amaciyla &zellikle;

o  Personel dzliik ve saglik dosyasinin olusturulmas: SGK bildirimleri, ISKUR bildirimleri, karakol bildirimi ile
tesvik ve yasal yilikiimliiliik bilgilendirmesinin yapilmasi

o  Zorunlu bireysel emeklilik sigortas1 hesab1 agilmasinin saglanmasi

o Calisanlarin girig ¢ikis kayitlarinin kontrolii ve Ar-Ge igin kamera kayitlarimin kapi giris ¢ikis kayitlartyla
olan eslesmesinin tespit edilmesi

o Ar-Ge i¢in tesvik hesaplamasi yapilmasi
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o lcra dosyalarina calisanlarin maas haciz kesintilerine iliskin 6deme yapilmasi
o Is kazasinin yasal bildirimlerinin yapilmasi
o Issaghgt ve gilivenligi islemlerinin yapilmasi
o Mevzuat, ilgili diizenleyici kurumlar ve diger otoritelerce Ongoriilen diger bilgi saklama, raporlama,

bilgilendirme yiikiimliiliiklerine uymak Mahkeme kararlarinin yerine getirilmesi

Hasta/Miisteri sdzlesmelerinin ifasindan dogan gereklilik nedeniyle 6zellikle;

o  Hasta/Miisteri sikayetlerinde misterinin hakli/haksiz ayrimmin yapilmasi, miisteri memnuniyetinin
arttirtlmasi, miisteri ihtiyacinin anlasilmasi ve miisteri ile iligkili stireclerin iyilestirilmesinin saglanmasi

o  Hastaya/Miisteriye hizmet kalitesinin degerlendirilmesi ve ¢alisanlara egitim verilmesi

Sirketin idaresi, isin ytirtitilmesi, Sirket politikalarinin uygulanmasi amaciyla, 6zellikle;

o  Sirket ¢aliganlariin performanslarinin takibi ve raporlanmasi

Calisanlara masraf 6demelerinin yapilmasi

Calisanlarla iletisimin saglanmasi

Kendisine arag¢ tahsis edilen veya kullandirilan caliganin araba kullanmaya ehil oldugunun, ehliyetini
herhangi bir nedenle kaybetmediginin teyit edilmesi

Calisana arag tedarik edilmesi ve park yeri ayarlanmasinin saglanmasi

Kartvizit basiminin saglanmasi

Kargo ve kurye araciligtyla gelen paketlerin ilgili ¢aligana iletilmesinin saglanmasi

Calisanlarin giivenligi ve isin yiiriitiilmesi i¢in Sirket araci kullaniminin takip edilmesi

Servis ve seyahat organizasyonunun saglanmasi

Calisanin is e-postasinin olusturulmast

Calisanlarla ilgili aragtirma projeleri yiiriitiilmesi

Calisanlarin ige giris ve ¢ikiglariin kontroliiniin saglanmasi

Calisanlarin ise bagvuru ve miilakati siiresince toplanan belgelerinin kayit altina alinmasi

Kutlama amagli iletigimin saglanmasi

Egitim planlamasinin yapilmasi, egitimlerin raporlamasi, egitim sertifikalarimin hazirlanmasi, gergeklesen
egitimlere katilan calisanlarin takip edilebilmesi, ¢alisanlarin aldiklari egitimler sonucu gelisim siireglerinin
takip edilebilmesi

o  Kalite kontroliin saglanmast

Acil durumlarda ilgili kisilerle iletisim saglanmast

o  Sistem odalar1, yazilimlar ve kullanilan uygulamalar kapsaminda veri giivenliginin saglanmasi

O O OO0 OO O0OO0OO0OO0OOo O O O

o

Sirket igerisinde giivenligin saglanmasi 6zellikle isyeri glivenliginin saglanmasi amaciyla,
Finans ve muhasebe islerinin yiiriitiilmesi,

Gorevlendirme siireglerinin yiiriitiilmesi,

Iletisim faaliyetlerinin yiiriitiilmesi,

Is faaliyetlerinin yiiriitiilmesi/denetimi,

Is saglhig1 ve giivenligi faaliyetlerinin yiiriitiilmesi(taseron calisanlari igin),

Lojistik faaliyetlerinin yiiriitiilmesi,

Mal hizmet alim ve satim ile operasyon siireclerinin yiiriitiilmesi,

Sozlesme siireglerinin yiiriitiilmesi, taginir mal ve kaynaklarimin giivenliginin temini,
Veri sorumlusu operasyonlarinin giivenliginin temini,

Yetkili kisi kurum ve kuruluslara bilgi verilmesi,

Yonetim faaliyetlerinin yiiriitiilmesi,

Pazarlama ve analiz faaliyetlerinin yiiriitilmesi

Fiziksel mekan giivenliginin temini

Reklam/Kampanya/Promosyon faaliyetlerinin yiiriitiilmesi

O 0O O0OO0OO0OO0OO0OO0OO0OO0OO0OO0oOO0

b. Imhaya iliskin Esaslar
Saklamaya iliskin ac¢iklamalar imha i¢in de gegerli olmakla birlikte kisisel veriler;

Islenmesine esas teskil eden ilgili mevzuat hiikiimlerinin degistirilmesi veya ilgasi,

Islenmesini veya saklanmasini gerektiren amacin ortadan kalkmast,

Kisisel verileri islemenin sadece agik riza sartina istinaden gerceklestigi hallerde, ilgili kisinin agik rizasini geri
almasi,

Kanunun 11. inci maddesi geregi ilgili kiginin haklar1 ¢ergevesinde kisisel verilerinin silinmesi ve yok edilmesine
iliskin yaptig1 basvurunun Kurum tarafindan kabul edilmesi,
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e  Kurumun, ilgili kisi tarafindan kisisel verilerinin silinmesi, yok edilmesi veya anonim hale getirilmesi talebi ile
kendisine yapilan bagvuruyu reddetmesi, verdigi cevabi yetersiz bulmasi veya Kanunda 6ngoériilen siire icinde
cevap vermemesi hallerinde; Kurula sikayette bulunmasi ve bu talebin Kurul tarafindan uygun bulunmasi,

e Kisisel verilerin saklanmasini gerektiren azami siirenin ge¢mis olmasi ve kigisel verileri daha uzun siire saklamayi
haklt kilacak herhangi bir sartin mevcut olmamasi, durumlarinda, Kurum tarafindan ilgili kisinin talebi iizerine
silinir, yok edilir ya da re’sen silinir, yok edilir veya anonim hale getirilir.

4. KISISEL VERILERIN SAKLANMASI VE iIMHA SURECINDE YER ALAN BiRiMLAR, UNVANLARI VE
GOREV TANIMLARI

Hastanemizin tiim birimleri ve ¢alisanlari, sorumlu birimlerce Politika kapsaminda alinmakta olan teknik ve idari tedbirlerin
geregi gibi uygulanmasi, birim ¢alisanlarinin egitimi ve farkindaliinin arttirilmasi, izlenmesi ve siirekli denetimi ile kisisel
verilerin hukuka aykiri olarak igslenmesinin 6nlenmesi, kisisel verilere hukuka aykir1 olarak erigilmesinin dnlenmesi ve kisisel
verilerin hukuka uygun saklanmasinin saglanmasi amaciyla kisisel veri islenen tiim ortamlarda veri giivenligini saglamaya
yonelik teknik ve idari tedbirlerin alinmasi konularinda sorumlu birimlere aktif olarak destek verir.

Kisisel verilerin saklama ve imha siire¢lerinde gérev alanlarin unvanlari, birimleri ve gérev tanimlarina asagida yer alan tabloda
(Tablo 1) yer verilmistir.

Tablo 1: Saklama ve imha siiregleri gorev dagilimi

Personelin Unvani Birimi Gorev Tanim
DOC.DR. AHMET TEKIN YONETIM KURULU BASKANI IDARI HIZMETLER SORUMLUSU
GULTEN NAZLI HASTANE MUDURU HASTANE MUDURU
FERIHA SINEM AKTURK KALITE YONETIMI-BASHEMSIRELIK KALITE YONETIM DIREKTORU
MUHAMMET BURAKCIN BILGI ISLEM BILGI ISLEM SORUMLUSU

5. KISISEL VERI KAYIT ORTAMLARI
Kisisel veriler, Hastanemiz tarafindan asagida yer alan tabloda (Tablo 2) listelenen ortamlarda hukuka uygun olarak giivenli bir
sekilde saklanir.

Tablo 2: Veri Kayit Ortamlari

Elektronik Ortamlar Elektronik Olmayan Ortamlar
e Sunucular (yedekleme, e-posta, veri tabani, web, dosya
paylagim, vb.) e Kagit
e Yazilimlar (ofis yazilimlari, portal, ....) e  Manuel veri kayit sistemleri (anket formlari, ziyaretci giris
e Bilgi giivenligi cihazlari (glivenlik duvari, saldir tespit ve defteri, aday formlari, esya buluntu formu/esya teslim
engelleme, giinliik kayit dosyasi, antiviriis vb. ) tutanagi, goriis ve oneri formu, is bagvuru formu, personel
o Kisisel bilgisayarlar (Masaiistii, diziistii) bilgi formu, Hastane nezdinde tutulan her tiirlii form)
e Mobil cihazlar (telefon, tablet vb.) e  Yazili, basili, gorsel ortamlar
e  Optik diskler (CD, DVD vb.) e Birim Dolaplar
e  Cikartilabilir bellekler (USB, Hafiza Kart vb.) o Arsiv
e Yazicy, tarayici, fotokopi makinesi

6. TEKNIK VE IDARI TEDBIRLER

Kisisel verilerin giivenli bir sekilde saklanmasi, hukuka aykiri olarak iglenmesi ve erisilmesinin énlenmesi ile kisisel verilerin
hukuka uygun olarak imha edilmesi i¢in Kanunun 12 nci maddesiyle Kanunun 6 nci1 maddesi dordiincii fikrasi geregi 6zel
nitelikli kisisel veriler i¢in Hastanemiz tarafindan belirlenerek ilan edilen yeterli onlemler ¢ercevesinde asagida belirtilen tedbir
ve dnlemler alinmaktadir.

a. Giivenlik

Hastanemiz Kanun’a uygun olarak kisisel verilerin hukuka aykirt bicimde erisilmesini ve islenmesini 6nlemek ile kisisel
verilerin muhafazasini saglamak amaciyla uygun giivenlik diizeyini temin etmeye yonelik gerekli her tiirlii teknik ve idari
tedbirleri almaktadir.

b. Denetim

Hastanemiz yukarida agiklanan veri gilivenliginin tesisi ve alinan tedbirlerin diizenliligini ve devamliligimi saglamak
amactyla gerekli denetimleri yapar ve yaptirir. Bu kapsamda hem Hastane icerisinde bir ekip olusturulmus olup hem de
disaridan destek alinmaktadir.
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c. Gizlilik

Hastanemiz, ilgili veri sorumlular1 ve veri isleyenlerin, sahip olduklari kisisel verileri Kanun ve Politika hiikiimlerine aykiri
olarak baskasina agiklamamalari ve isleme amaci disinda kullanmamalar1 i¢in teknolojik imkan ve uygulama maliyetlerine
gore gerekli tiim teknik ve idari tedbirleri almaktadir. Bu kapsamda Hastane calisanlarimiz ile Kanun ve Politika hakkinda
bilgilendirilme ve egitim ¢alismalari yapilmaktadir.

d. Kisisel Verilere Yetkisiz Erisim

Hastanemiz tarafindan iglenen kisisel verilerin Kanun’a uygun olmayan yollarla baskalar: tarafindan elde edilmesi halinde,
Hastanemiz bu durumu en kisa siirede ilgili kigsine ve Kurul’a bildirilmesi i¢in gerekli iglemleri yiiriitiir. Kurul tarafindan
gerekli goriilmesi halinde bu durum Kurul’un internet sitesinde ya da Kurul tarafindan uygun goriilecek bagka bir yontemle
ilan edilebilir.

e. Tlgili Kisilerin Yasal Haklarimin Gozetilmesi
Hastanemiz, ilgili kisilerin Politika ve Kanun’un uygulanmasi ile tiim yasal haklarin1 gozetir ve bu haklarinin korunmasi
icin gerekli tim 6nlemleri alir.

f.  Ozel Nitelikli Kisisel Verilerin Korunmasi
Kanun’un 6. maddesine gore kisilerin irki, etnik kokeni, siyasi diislincesi, felsefi inanci, dini, mezhebi veya diger inanglari,
kilik ve kiyafeti, dernek, vakif ya da sendika tiyeligi, sagligi, cinsel hayati, ceza mahkiimiyeti ve giivenlik tedbirleriyle ilgili
verileri ile biyometrik ve genetik verileri 6zel nitelikli kisisel veridir. Ozel nitelikli kisisel veriler, islenmeleri halinde
sahipleri hakkinda ayrimcilik yapilmasina veya magduriyete neden olma riski tagiyan veriler olup diger kisisel verilere gore
cok daha siki sekilde korunmalar1 gerekmektedir. Bu nedenle Hastanemiz tarafindan hukuka uygun olarak islenen bu tiir
kisisel verilerin korunmasi i¢in gerekli tiim tedbirler hassasiyetle alinir.

Bu ¢er¢evede alinan teknik tedbirler asagidaki gibidir:

e Sizma (Penetrasyon) testleri ile Hastanemiz bilisim sistemlerine yonelik risk, tehdit, zafiyet ve varsa agikliklar
ortaya cikarilarak gerekli onlemler alinmaktadir.

e Bilgi giivenligi olay yonetimi ile gergek zamanli yapilan analizler sonucunda bilisim sistemlerinin siirekliligini
etkileyecek riskler ve tehditler siirekli olarak izlenmektedir.

e Bilisim sistemlerine erisim ve kullanicilarin yetkilendirilmesi, erisim ve yetki matrisi ile kurumsal aktif dizin
iizerinden giivenlik politikalar1 aracilig1 ile yapilmaktadir.

e Hastanemizin bilisim sistemleri teghizati, yazilim ve verilerin fiziksel giivenligi i¢cin gerekli 6nlemler alinmaktadir.

e Cevresel tehditlere karsi bilisim sistemleri giivenliginin saglanmasi i¢in, donanimsal (ISO27001 standartlarinda
sistem odasina sadece yetkili personelin girigini saglayan erisim kontrol sistemi, 7/24 ¢alisan izleme sistemi, yerel
alan agini olusturan kenar anahtarlarin fiziksel giivenliginin saglanmasi, yangin sondiirme sistemi, iklimlendirme
sistemi vb.) ve yazilimsal (giivenlik duvarlari, atak onleme sistemleri, ag erisim kontrolii, zararli yazilimlari
engelleyen sistemler vb.) 6nlemler alinmaktadir.

e Kisisel verilerin hukuka aykirt islenmesini onlemeye yonelik riskler belirlenmekte, bu risklere uygun teknik
tedbirlerin alinmasi saglanmakta ve alinan tedbirlere yonelik teknik kontroller yapilmaktadir.

e Hastane igerisinde erisim prosediirleri olusturularak kisisel verilere erisim ile ilgili raporlama ve analiz ¢aligmalari
yapilmaktadir.

e Kisisel verilerin bulundugu saklama alanlarina erisimler kayit altina alinarak uygunsuz erigimler veya erigim
denemeleri kontrol altinda tutulmaktadir.

e Hastanemiz, silinen kigisel verilerin ilgili kullanicilar i¢in erigilemez ve tekrar kullanilamaz olmasi i¢in gerekli
tedbirleri almaktadir.

e Giivenlik aciklar1 takip edilerek uygun giivenlik yamalar1 yiiklenmekte ve bilgi sistemleri giincel halde

tutulmaktadir.

Kisisel verilerin islendigi elektronik ortamlarda giiglii parolalar kullanilmaktadir.

Kisisel verilerin islendigi elektronik ortamlarda giivenli kayit tutma (loglama) sistemleri kullanilmaktadir.

Kisisel verilerin glivenli olarak saklanmasini saglayan veri yedekleme programlari kullanilmaktadir.

Elektronik olan veya olmayan ortamlarda saklanan kigisel verilere erisim, erisim prensiplerine gore

sinirlandirilmaktadir.

e Kurum internet sayfasina erisimde gilivenli protokol (HTTPS) kullanilarak SHA 256 Bit RSA algoritmasiyla
sifrelenmektedir.

e Ogzel nitelikli kigisel verilerin giivenligine yonelik ayr1 politika belirlenmistir.

e Ozel nitelikli kisisel veri isleme siireclerinde yer alan ¢alisanlara yonelik 6zel nitelikli kisisel veri giivenligi
konusunda egitimler verilmis, gizlilik s6zlesmeleri yapilmis, verilere erisim yetkisine sahip kullanicilarin yetkileri
tanimlanmustir.

e Ogzel nitelikli kisisel verilerin islendigi, muhafaza edildigi ve/veya erisildigi elektronik ortamlar kriptografik
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yontemler kullanilarak muhafaza edilmekte, kriptografik anahtarlar giivenli ortamlarda tutulmakta, tiim islem
kayitlar1 loglanmakta, ortamlarin giivenlik giincellemeleri siirekli takip edilmekte, gerekli giivenlik testlerinin
diizenli olarak yapilmasi/yaptirilmasi, test sonuglarinin kayit altina alinmasi,

Ozel nitelikli kigisel verilerin islendigi, muhafaza edildigi ve/veya erisildigi fiziksel ortamlarin yeterli giivenlik
onlemleri alinmakta, fiziksel giivenligi saglanarak yetkisiz giris ¢ikislar engellenmektedir.

Ozel nitelikli kisisel veriler e-posta yoluyla aktarilmasi gerekiyorsa sifreli olarak kurumsal e-posta adresiyle veya
KEP hesab1 kullanilarak aktarilmaktadir. Tasinabilir bellek, CD, DVD gibi ortamlar yoluyla aktarilmasi
gerekiyorsa kriptografik yontemlerle sifrelenmekte ve kriptografik anahtar farkli ortamda tutulmaktadir. Farkli
fiziksel ortamlardaki sunucular arasinda aktarma gerceklestiriliyorsa, sunucular arasinda VPN kurularak veya
sFTP yontemiyle veri aktarimi gerceklestirilmektedir. Kagit ortami yoluyla aktarimi gerekiyorsa evrakin
calinmasi, kaybolmasi ya da yetkisiz kisiler tarafindan goriilmesi gibi risklere kars1 gerekli dnlemler alinmakta ve
evrak “gizli” formatta gdnderilmektedir.

Ozel nitelikli kisisel verilerin giivenligine yonelik sistemli, kurallar1 net bir sekilde belli, yonetilebilir ve
stirdiiriilebilir ayr1 bir politika ve prosediiriin belirlenmesi,

Ozel nitelikli kisisel verilerin islenmesi siireglerinde yer alan ¢alisanlara yonelik,

Kanun ve buna bagl yonetmelikler ile 6zel nitelikli kisisel veri giivenligi konularinda diizenli olarak egitimler
verilmesi,

Gizlilik s6zlesmelerinin yapilmast,

Verilere erigim yetkisine sahip kullanicilarin, yetki kapsamlarinin ve siirelerinin net olarak tanimlanmasi,
Periyodik olarak yetki kontrollerinin gergeklestirilmesi,

Gorev degisikligi olan ya da isten ayrilan ¢alisanlarin bu alandaki yetkilerinin derhal kaldirilmasi. Bu kapsamda,
veri sorumlusu tarafindan kendisine tahsis edilen envanterin iade alinmasi,

Ozel nitelikli kisisel verilerin islendigi, muhafaza edildigi ve/veya erisildigi ortamlar, elektronik ortam ise
Verilerin kriptografik yontemler kullanilarak muhafaza edilmesi,

Kriptografik anahtarlarin giivenli ve farkli ortamlarda tutulmasi,

Veriler ilizerinde gerceklestirilen tiim hareketlerin islem kayitlarinin giivenli olarak loglanmasi,

Verilerin bulundugu ortamlara ait giivenlik giincellemelerinin siirekli takip edilmesi, gerekli giivenlik testlerinin
diizenli olarak yapilmasi/yaptirilmasi, test sonuglarinin kayit altina alinmast,

Verilere bir yazilim araciligi ile erisiliyorsa bu yazilima ait kullanici yetkilendirmelerinin yapilmasi, bu
yazilimlarin giivenlik testlerinin diizenli olarak yapilmasi/yaptirilmasi, test sonuglarinin kayit altina alinmasi,
Verilere uzaktan erisim gerekiyorsa en az iki kademeli kimlik dogrulama sisteminin saglanmast,

Ozel nitelikli kisisel verilerin islendigi, muhafaza edildigi ve/veya erisildigi ortamlar, fiziksel ortam ise

Ozel nitelikli kisisel verilerin bulundugu ortamin niteligine gore yeterli giivenlik 6nlemlerinin (elektrik kacagi,
yangin, su baskint, hirsizlik vb. durumlara karst) alindigindan emin olunmast,

Bu ortamlarin fiziksel giivenliginin saglanarak yetkisiz giris ¢ikislarin engellenmesi,

Ozel nitelikli kisisel veriler aktarilacaksa

Verilerin e-posta yoluyla aktarilmasi gerekiyorsa sifreli olarak kurumsal e-posta adresiyle veya Kayitli Elektronik
Posta (KEP) hesabi kullanilarak aktarilmasi,

Tagiabilir Bellek, CD, DVD gibi ortamlar yoluyla aktarilmasi gerekiyorsa kriptografik yontemlerle sifrelenmesi
ve kriptografik anahtarin farkli ortamda tutulmast,

Farkli fiziksel ortamlardaki sunucular arasinda aktarma gergeklestiriliyorsa, sunucular arasinda VPN kurularak
veya sFTP yontemiyle veri aktariminin gerceklestirilmesi,

Verilerin kagit ortamu yoluyla aktarimi gerekiyorsa evrakin ¢alinmasi, kaybolmasi ya da yetkisiz kisiler tarafindan
goriilmesi gibi risklere karsi gerekli onlemlerin alinmasi1 ve evrakin “gizlilik dereceli belgeler” formatinda
gonderilmesi gerekir.

Kisisel verilerin iglenmesinde Kanunun 4 {incii maddesinde yer alan genel ilkeler bagta olmak {izere, Kanunda yer
alan biitlin esaslara riayet edilir.

Herkesin saglik durumunun takip edilebilmesi ve saglik hizmetlerinin daha etkin ve hizli sekilde yiiriitiilmesi
maksadiyla, Bakanlik ile bagli ve ilgili kuruluslarinca gerekli kayit ve bildirim sistemi kurulur. Bu sistem, e-
Devlet uygulamalara uygun olarak elektronik ortamda da olusturulabilir. Bu amagla Bakanlik tarafindan, bagh
ve ilgili kuruluslar1 da kapsayacak sekilde iilke ¢apinda bilisim sistemleri kurulabilir.

Hic¢ kimse, saglik hizmeti sunumu igin gerekli olan durumlar haricinde ge¢mis saglik verilerinin dokiimiini
sunmaya veya gostermeye zorlanamaz.

Saglik hizmeti sunucular1 tarafindan; banko, gise ve masa gibi bdliimlerde yetkisi olmayan kisilerin yer almasini
Onleyecek ve ayni anda yakin konumda hizmet alanlarin birbirlerine ait kisisel verileri duymalarini, gérmelerini,
6grenmelerini veya ele gecirmelerini engelleyecek nitelikte gerekli fiziki, teknik ve idari tedbirler alinir.

Saglik hizmeti sunuculari, tahlil ve tetkik sonuglar1 gibi hastaya ait kisisel saglik verilerini iceren basili materyal
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iizerinde gerekli kismi kimliksizlestirme veya maskeleme tedbirlerini uygular ve s6z konusu materyalin yetkisiz

kisilerin eline gegmesi halinde kime ait oldugunun tespit edilmesini zorlastiracak diger tedbirleri alir.

Herkes, veri sorumlusuna bagvurarak kendisiyle ilgili olarak Kanunun 11 inci maddesinde yer alan haklari

kullanabilir.

Veri sorumlusuna bagvuruda, Kanunun 13 iincii maddesi ile Kurum tarafindan hazirlanarak 10/3/2018 tarihli ve

30356 sayili Resmi Gazete’ de yayimlanan Veri Sorumlusuna Basvuru Usul ve Esaslart Hakkinda Teblig

hiikiimlerine riayet edilir.

Aydimlatma yiikiimliiliigiiniin yerine getirilmesinde, Kanunun 10 uncu maddesi ile Kurum tarafindan hazirlanarak

10/3/2018 tarihli ve 30356 sayili Resmi Gazete’ de yayimlanan Aydinlatma Yikiimliliginiin Yerine

Getirilmesinde Uyulacak Usul ve Esaslar Hakkinda Teblig hiikiimlerine riayet edilir.

ve m.6’da “Saglik hizmeti sunumunda gorevli kisiler; ilgili kisinin saglik verilerine ancak, verilecek olan saglik

hizmetinin geregi ile sinirli olmak kaydiyla erisebilir.

e-Nabiz hesabi bulunan kisilerin saglik verilerine, kendi gizlilik tercihleri gercevesinde erisim saglanir. Ilgili

kisiler, gizlilik tercihleri ve sonuglar1 konusunda ayrintili sekilde bilgilendirilir. Gizlilik tercihi ve gegmis saglik

verilerinin goriintiilenememesi nedeniyle saglik hizmeti sunumunda meydana gelebilecek aksaklik ve zararlardan

Bakanlik sorumlu olmaz.

e-Nabiz hesabr bulunmayan kisilerin saglik verilerine ise Kanunun 6 nci maddesinin ii¢iincii fikrasinda yer alan

istisnai amaglarla sinirli olmak iizere ancak;

o  Kisinin kayitli oldugu aile hekimi tarafindan herhangi bir siire sinir1 olmaksizin,

o  Kisinin saglik hizmeti almak {izere randevu aldig1 hekim tarafindan, randevunun alindig: giin ile sinirli olmak
kaydiyla ve alinan saglik hizmeti ile dogrudan baglantili islemler sonlanana kadar,

o  Kisinin saglik hizmeti almak {izere giris yaptig1 saglik hizmeti sunucusunda gorev yapan hekimler tarafindan,
yirmi dort saat siire ile sinirli olmak kayduyla,

o  Hastanin yatisginin yapildigi saglik hizmeti sunucusunda goérev yapan hekimler tarafindan, hasta saglik
hizmeti sunucusundan taburcu olana kadar, erisilebilir.

Ugiincii fikrada yer alan erisim kurallari, Bakanhigin saglik hizmeti sunumu ihtiyaglarma gére ve Kanunun 6 nci

maddesinin ti¢iincii fikrasi kapsaminda Genel Miidiirliik tarafindan yeniden degerlendirilebilir. Boyle bir durumda

aydinlatma yiikiimliiligi kapsaminda gereklilikler saglanir.

Gegmis saglik verilerinin herhangi bir kimse tarafindan erigilmesini istemeyen kisilere ilgili gizlilik tercihi e-Nabiz

tizerinden sunulur. Bu gizlilik tercihini kullanan kisilerin ge¢mis saglik verilerine ancak kisinin kendisi tarafindan

beyan edilen telefon numarasina gonderilecek olan kodun hekim ile paylasilmasi ve hekim tarafindan sisteme

girilmesi halinde erisilebilir.

Mahremiyet diizeyi daha yiiksek olan, bagkalar: tarafindan goriilmesi ve bilinmesi halinde kisilerin sosyal hayatini

ve ruh sagligini olumsuz etkileme riski tastyan kisisel saglik verileri Bakanlik¢a belirlenir ve saglik personelinin

bu verilere erisimine Olgiili kisitlar getirilebilir.” seklinde belirtilen esaslara yonelik hareket edilmeli ve bu

kapsamda Sirketinizce tespit edilecek gerekli ve yeterli 6nlemlerin alinmasi saglanmalidir.

Hastanemiz tarafindan, islenen kisisel verilerle ilgili olarak alinan idari tedbirler asagida sayilmustir:

Calisanlarin niteliginin gelistirilmesine yonelik, kisisel verilerin hukuka aykirt olarak islenmenin &nlenmesi,
kisisel verilerin hukuka aykirt olarak erigilmesinin 6nlenmesi, kigisel verilerin muhafazasinin saglanmasi, iletigim
teknikleri, teknik bilgi beceri ve ilgili diger mevzuat hakkinda egitimler verilmektedir.

Hastanemiz tarafindan yiiriitiilen faaliyetlere iligkin ¢alisanlara gizlilik s6zlesmeleri imzalatilmaktadir.

Gtivenlik politika ve prosediirlerine uymayan calisanlara yonelik uygulanacak disiplin prosediirii hazirlanmistir.
Kisisel veri islemeye baslamadan Once Hastane tarafindan, ilgili kisileri aydinlatma ytikiimliligi yerine
getirilmektedir.

Kisisel veri isleme envanteri hazirlanmustir.

Hastane i¢i periyodik ve rastgele denetimler yapilmaktadir.

Calisanlara yonelik bilgi glivenligi egitimleri verilmektedir.

7. KISISEL VERILERIN iMHA TEKNIiKLERI

28.10.2017 tarihli Resmi Gazete’de Yayimlanan Kisisel Verilerin Silinmesi, Yok Edilmesi veya Anonim Hale Getirilmesi
Hakkinda Yonetmelik’in (“Yonetmelik™) ‘Ilkeler’ baghkli 7. Maddesi uyarinca kisisel verilerin silinmesi, yok edilmesi ve
anonim hale getirilmesi ile ilgili yapilan biitiin islemler Hastanemiz tarafindan kayit altina alinir ve s6z konusu kayitlar diger
hukuki yiikiimliiliiklerimiz sakli kalmak kaydiyla en az 3 yil boyunca saklanir.

Kisisel verilerin silinmesi ile bu veriler ilgili kullanicilar i¢in higbir gekilde erisilemez ve tekrar kullanilamaz hale getirilir.
Buna gore veri sorumlusu olarak Hastanemiz, silinen kigisel verilerin ilgili kullanicilar igin erisilemez ve tekrar kullanilamaz
olmasi i¢in gerekli her tiirlii teknik ve idari tedbirleri almaktadir. Kigisel veriler agagida yer alan tabloda belirtilen yontemlerle
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silinir.
Veri Kayit Ortam Aciklama
Sunucularda Yer Alan Kisisel | Sunucularda yer alan kisisel verilerden saklanmasini gerektiren siire sona erenler igin sistem

Veriler

yOneticisi tarafindan ilgili kullanicilarin erisim yetkisi kaldirilarak silme islemi yapilir.

Elektronik Ortamda Yer Alan
Kisisel Veriler

Elektronik ortamda yer alan kisisel verilerden saklanmasini gerektiren siire sona erenler,
veri taban1 yoneticisi hari¢ diger calisanlar (ilgili kullanicilar) i¢in higbir sekilde erisilemez
ve tekrar kullanilamaz hale getirilir.

Fiziksel Ortamda Yer Alan
Kisisel Veriler

Fiziksel ortamda tutulan kisisel verilerden saklanmasini gerektiren siire sona erenler i¢in
evrak argivinden sorumlu birim yoneticisi hari¢ diger ¢alisanlar i¢in hicbir sekilde
erisilemez ve tekrar kullanilamaz hale getirilir. Ayrica, lizeri okunamayacak sekilde
cizilerek/ boyanarak/silinerek karartma iglemi de uygulanir

Tasmabilir Medyada Bulunan
Kisisel Veriler

Flash tabanli saklama ortamlarinda tutulan kisisel verilerden saklanmasini gerektiren siire
sona erenler, sistem y0neticisi tarafindan sifrelenerek ve erisim yetkisi sadece sistem
yoneticisine verilerek sifreleme anahtarlariyla giivenli ortamlarda saklanir.

Verilerin yok edilmesi ise, bilgilerin tekrar geri getirilemeyecek ve kullanilamayacak sekilde, verilerin kaydedildigi evrak,
dosya, CD, disket, hard disk gibi veri saklamaya elverigli materyallerin imha edilmesini ifade etmektedir. Bu kapsamda
asagida yer alan tabloda belirtildigi sekilde yok etme islemleri gerceklestirilmektedir.

Veri Kayit Ortam

Aciklama

Fiziksel Ortamda Yer Alan
Kisisel Veriler

Kagit ortaminda yer alan kisisel verilerden saklanmasini gerektiren siire sona erenler, kagit
kirpma makineleriyle veya yakilarak veya tamamen yirtilarak geri dondiiriilemeyecek
sekilde yok edilir.

Optik / Manyetik Medyada Yer
Alan Kisisel Veriler

Optik medya ve manyetik medyada yer alan kisisel verilerden saklanmasini gerektiren siire
sona erenlerin eritilmesi, yakilmasi veya toz haline getirilmesi gibi fiziksel olarak yok
edilmesi islemi uygulanir. Ayrica, manyetik medya &zel bir cihazdan gegirilerek yiiksek
degerde manyetik alana maruz birakilmasi suretiyle iizerindeki veriler okunamaz hale
getirilir

Verilerin anonim hale getirilmesiyle, kisisel verilerin bagka verilerle eslestirilse dahi kimligi belirli veya belirlenebilir bir
gercek kisiyle iligkilendirilemeyecek hale getirilmesi kastedilmektedir.
a. Kisisel Verilerin Silinmesi ve Yok Edilmesi Teknikleri Hastanemiz ilgili kanun hiikiimlerine uygun olarak islenmis
olmasia ragmen, islenmesini gerektiren sebeplerin ortadan kalkmasi halinde kendi kararina istinaden veya ilgili

kisinin talebi iizerine kisisel verileri silebilir veya yok edebilir.

Hastanemiz tarafindan en ¢ok kullanilan silme veya yok etme teknikleri asagida siralanmaktadir:
e Fiziksel Olarak Yok Etme (Physical Destruction): Kisisel veriler herhangi bir veri kayit sisteminin pargasi
olmak kaydiyla otomatik olmayan yollarla da islenebilmektedir. Bu tiir veriler silinirken/yok edilirken kisisel

verinin sonradan kullanilamayacak bi¢imde fiziksel olarak silinmesi/yok edilmesi sistemi uygulanmaktadir.

¢ Yazihmdan Giivenli Olarak Silme (Secure Deletion Software): Tamamen veya kismen otomatik olan yollarla
islenen ve dijital ortamlarda muhafaza edilen veriler silinirken/yok edilirken; bir daha kurtarilamayacak bi¢imde
verinin ilgili yazilimdan silinmesine iliskin yontemler ile dosya ya da dosyanin bulundugu dizin iizerinde ilgili
kullanicilarin erisim haklarinin kaldirilmast yontemleri kullanilir.

e Uzman Tarafindan Giivenli Olarak Silme (Sending to a Specialist for Secure Deletion) Hastanemiz bazi
durumlarda kendisi adina kisisel verileri silmesi i¢in bir uzman ile anlasabilir. Bu durumda, kisisel veriler bu
konuda uzman olan kisi tarafindan bir daha kurtarilamayacak bigimde giivenli olarak silinir/yok edilir.

b. Kisisel Verileri Anonim Hale Getirme Teknikleri
Kisisel verilerin anonim hale getirilmesi, kigisel verilerin bagka verilerle eslestirilse dahi hi¢cbir surette kimligi belirli veya
belirlenebilir bir gergek kisiyle iligskilendirilemeyecek hale getirilmesidir. Hastanemiz veri sorumlusu sifatiyla, kisisel
verilerin anonim hale getirilmesi i¢in gerekli her tiirlii teknik ve idari tedbirleri almaktadir. Bu kapsamda Hastane olarak
hukuka uygun olarak islenen kigisel verilerin iglenmesini gerektiren sebepler ortadan kalktiginda kigisel verileri
anonimlestirebilmekteyiz. Kanun’unun 28. maddesine uygun olarak; anonim hale getirilmis olan kisisel veriler arastirma,
planlama ve istatistik gibi amaglarla iglenebilir. Bu tiir iglemeler Kanun kapsaminin disinda olup, ilgili kisinin agik rizasi
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aranmayacaktir. Hastanemiz tarafindan en ¢ok kullanilan anonimlestirme teknikleri agagida siralanmaktadir:

Maskeleme (Masking): Kisisel verilerin belli alanlarimn silinerek veya yildizlanarak kisinin belirlenemez hale
getirilmesidir. Ornegin, kisinin kredi karti numarasmin bir kisminin yildizlanmasi durumunda maskeleme sz
konusudur. (6698 **** **** )006)

Toplulastirma (Aggregation)/Kiimiilatif Data Yaratma: Verilerin kiimiilatif hale getirilerek toplam
degerlerinin yansitilmasini ifade eder. Ornegin, Hastanede kadin ¢alisan sayisimn Z adet olmasi ve sayimnin
%40’ 1mn1n tiniversite mezunu, %60’ mn1n yiiksek lisans mezunu olmasina iliskin veriler anonim héle getirilmistir.

Veri Tiiretme (Data Derivation): Mevcuttaki detay verilerin daha genel karsiliklarryla degistirilmesidir. Ornegin,
dogum tarihi bilgisinin Giin/Ay/Y1l detaylarinin yerine kisinin direkt yasinin yazilmasi durumunda veri tiiretmek
suretiyle anonimlestirme yapilmistir.

Veri Karma (Data Shuffling, Permutation): Veri kiimesi i¢inde degerlerin karigtirilarak toplam faydaya zarar
vermeden Kkisilerin tespit edilebilirlik 6zelliginin yok edilmesini ifade eder. Ornegin, ses kayitlarinin niteligi
degistirilerek seslerle ilgili kisinin iliskilendirilemeyecek hale getirilmesi.

Bunlara ek olarak Hastanemiz tarafindan Kurum tarafindan belirtilenl ve asagida sayilan diger anonimlestirme teknikleri
kullanilabilecektir:

Degiskenleri Cikartma
Kayitlar1 Cikartma
Alt ve Ust Simir Kodlama
Bolgesel Gizleme
Ornekleme
Mikro-Birlestirme
Veri Degis-Tokusu
Giiriiltii Ekleme
Tekrar Ornekleme
K-Anonimlik
L-Cesitlilik
T-Yakinlik

8. KISISEL VERILERiI SAKLAMA VE iMHA VE PERiYODiK iMHA SURELERI

Hastanemiz, kisisel verileri kanunlarda ve sair mevzuatta dngdriilen siireler uyarinca saklamaktadir. Kisisel verilerin ne kadar
stire boyunca saklanmasi gerektigine iligkin kanunlarda ve sair mevzuatta bir siire diizenlemesi bulunmuyorsa, kisisel veriler
Hastanemizin o kisisel veriyi isledigi zaman yiriitiilen faaliyet kapsaminda kisisel veriyi isleme amacimin gerceklesmesine
kadar siire boyunca islenmekte, imha yilikiimliliigiinlin ortaya ¢iktig1 tarihi takip eden ilk periyodik imha tarihi ve igleminde
silinmekte, yok edilmekte veya anonim hale getirilmektedir. Saklama siireleri sona eren kisisel veriler igin re’sen silme, yok
etme veya anonim hale getirme islemi Hastanemizce yetkilendirilen kisiler tarafindan veya kurulan yazilimsal altyap: ile
kendiliginden yerine getirilir.

Hastanemiz, isleme amaci sona ermis kigisel verileri imha etmek amaciyla 15 Ocak 15 Haziran tarihlerini periyodik imha
tarihleri olarak belirlemistir. Bu tarihlerde, islenmesini gerektiren sebepleri ortadan kalkan kisisel veriler otomatik, yari
otomatik veya manuel olarak imha edilecektir.

Siire¢ bazinda kisisel verileri saklama ve imha siireleri asagidaki gibidir:

Siire¢ Saklama Siiresi imha Siiresi

Vekiletnameler, imza sirkiileri, genel kurul
kararlar, aziller gibi genel Hastane kararlarina

Saklama siiresinin bitimini takip

llkckaydin yapildi: tarihten eden ilk periyodik imha siiresinde

iligkin belgeler Itibaren 10 y1l

Saklama siiresinin bitimini takip

ihale/isyeri A¢ma/Bakanliklar, Miistesarhklar,
evrak Hazirlama Siirecleri

Ihale siirecinin
tamamlanmasindan itibaren 10 y1l

eden ilk periyodik imha siiresinde

Hastane ortaklar: ve yonetim kurulu iiyelerine ait
bilgiler

Is iliskisinin sona ermesinden
itibaren 10 yil

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Uciincii kisilerle imzalanan sozlesmeler (Kira
sozlesmeleri, hizmet s6zlesmeleri, organizasyon
sozlesmeleri, vb.)

flgili s6zlesmenin sona erme
tarithinden itibaren 10 y1l

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde
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Calisanlara ait kisisel saghk verileri

Is iliskisinin sona erme tarihinden
itibaren 15 y1l

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Calisanlarin ise alim dosyalari, 6zliik verileri

Is iliskisinin sona erme tarihinden
itibaren 15 yil

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Is saghg ve giivenligi uygulamalar kapsaminda
elde edilen Kisisel veriler

Is iliskisinin sona erme tarihinden
itibaren 15 yil

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Calisan aday basvuru formlari, 6zgecmisleri

Basvuru tarihinden itibaren 6 ay

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Calisan ile ilgili mahkeme/icra bilgi taleplerinin

Is iliskisinin sona ermesinden

Saklama siiresinin bitimini takip

cevaplanmasi itibaren 10 yil eden ilk periyodik imha siiresinde
Alt yiiklenici / taseron firma calisanlarina ait kisisel Ilgili s6zlesmenin sona erme Saklama siiresinin bitimini takip
veriler tarihinden itibaren 10 yil eden ilk periyodik imha siiresinde

Giivenlik Kamera Goriintiileri ve Ses Kayitlan

Gorlintiiniin ve ses kaydinin
alindigi tarihten itibaren 2 ay

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Durum tespit raporu, olay tutanag gibi giivenlige
iliskin idari raporlar

11k kaydin yapildig tarihten
itibaren 5 yil

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Imha Kayit/Takip Tutanaklar

[k kaydin yapildig tarihten
itibaren 3 Y1l

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Hasta saghk dosyalar:

[k kaydin yapildig tarihten

Saklama siiresinin bitimini takip

itibaren 20 yil eden ilk periyodik imha siiresinde
" [k kaydin yapildig tarihten Saklama siiresinin bitimini takip
Hasta patoloji evraklari itibaren 30 yil eden ilk periyodik imha siiresinde

Finansal / Odeme islemlerine ait kayitlar

Is iliskisinin sona erme tarihinden
itibaren 10 yil

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Kablosuz internet hizmet kullanimina iliskin veriler

[k kaydin yapildig tarihten
itibaren 2 yil

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Teknik servis ziyaretci kayitlar

[k kaydin yapildig tarihten
itibaren 1 yil

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Ticari Elektronik Posta Kayitlari

[k kaydin yapildig tarihten
itibaren 1 yil

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Cevre ve Tehlikeli Madde Siireci Evraklari

[k kaydin yapildig tarihten
itibaren 5 yil

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Atik Yonetimi Evraklar:

[k kaydin yapildig1 tarihten
itibaren 5 yil

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde

Kalite Dokiimanlar:

[k kaydin yapildig tarihten
itibaren 1 yil

Saklama siiresinin bitimini takip
eden ilk periyodik imha siiresinde
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